REPORTING A KNOWN OR
' POTENTIAL IMPERMISSIBLE

USE OR DISCLOSURE OF
PROTECTED HEALTH
INFORMATION (PHI)

The Office of Healthcare
Compliance & Privacy (OHCP)

investigates all reported . any known or suspected
known and potential impermissible uses or disclosures of PHI
. .. to:
impermissible uses and

i P o OHCP at ohcp@uchc.edu, x6060
disclosures of PHI and o University of Connecticut and UConn
determines whether the Health toll-free REPORTLINE at

reported incident constitutes 1-888-685-2637

a breach under the HIPAA

- . e When reporting, include:
Breach Notification Rule.

o potential privacy incident

o privacy concern

o possible/suspected impermissible
use/disclosure

o “I’d like to report a suspected
impermissible disclosure of PHI.”

o “There was a potential privacy incident
in the office today.”

o “We had a HIPAA breach today.”

e A breach determination is made by OHCP
after gathering relevant information and
performing a four-factor risk assessment,
as specified under HIPAA. Avoid using the

Call: x6060 term “breach” in any communications
unless a determination of a breach has
been made by OHCP or the Office of the
General Counsel.

or
Email: ohcp@uchc.edu
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