UCONN
HEALTH

OFFICE OF HEALTHCARE
COMPLIANCE & PRIVACY

The HIPAA Rules and UConn Health policies and
procedures require that Workforce Members
reasonably safeguard protected health information
(PHI) from impermissible access or disclosure.

Here are some helpful tips for safeguarding PHI:
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Relevant Policies and Procedures:
2023-03 Identification and Protection of PHI
2019-01 UConn Health Acceptable Use
2008-01 Disposal of PHI and Disposal and Re-use of Hardware and Electronic Media Containing ePHI
2014-04 Sanctions for Privacy and Security Violations

Questions? e 860-679-6060 @ ohcp@uchc.edu



https://uconn.ellucid.com/documents/view/4627/active
https://uconn.ellucid.com/documents/view/4455
https://uconn.ellucid.com/documents/view/4493
https://uconn.ellucid.com/documents/view/4573/active/
mailto:ohcp@uchc.edu

