DON’T TAKE THE BAIT

SOCIAL MEDIA PHISHING

Social Media Phishing is as the name suggests - Phishing on social media sites
like Facebook and LinkedIn.

Spelling errors are telltale signs of a scam.

Never click on links in suspicious messages or click on an unverified link,
video or file.

Limit the information available in your profile.
Don’t accept ‘friend’ requests from people you don’t know.

If you receive an unusual message from someone you know, contact
them outside of the social networking site to check their story.

Don’t be intimidated. Legitimate organizations never ever ask for
personal information via social media.

Don’t respond to invitations to connect unless you know the person or
company.
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